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2. Svrha dokumenta 
Ovaj dokument isključivo služi za korisnike CoreSignFL, CoreSignOL i CoreStamp sertifikata, koji 

su preuzeli Thales IDPrime token, sa generisanim parom kljuceva, od strane Registracionog tijela koji 
djeluje u okviru Coreit sertifikacionog tijela (Coreit CA), sa namjerom da pristupe upotrebi sertifikata. 

3. Instalacija Safenet Authentication Client 
software-a 

Da bi ste pokrenuli instalaciju Safenet Authentication Client software-a, potrebno je preuzeti 
odgovarajući instalacioni paket na Vašem računaru. Nakon preuzimanja Vašeg sertifikata dobićete 
e-mail poruku sa linkom sa kojeg možete da preuzmete Safenet Authentication Client. Pristupite 
dobijenom link-u i preuzmite SAC_Windows.zip fajl. Unutar njega se nalazi MSI folder u kome se 
nalaze instalacioni (.msi) fajlovi. 

 Napomena: Gore navedeni fajl je Safenet Authentication Client za Windows operativne sisteme. 
Ukoliko želite da izvršite instalaciju na macOS-u preuzmite fajl sa nazivom SAC_macOS.zip. Detaljne 
instrukcije instalacije su opisane unutar uputstva Kako započeti korišćenje sertifikata izdatih na 
ThalesIDPrime tokenu sa macOS kojeg možete preuzeti sa 
https://ca.coreit.me/manual/COREUPTMOS01.pdf.  

U zavisnosti od tipa operativnog sistema (32-bit ili 64-bit) potrebno je pokrenuti instalaciju 
odgovarajućeg instalacionog (.msi) fajla. Tip operativnog sistema je moguće provjeriti na sledeći 
način: 

Start->Programs->Windows Administrative Tools->System Information 

U sekciji OS Name je sadržana informacija o verziji operativnog sistema 

U sekciji System Type je jedna od mogućih informacija: 

- x86 – based PC, za 32-bitni operativni sistem 
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- x64 – based PC, za 64-bitni operativni sistem 

U nastavku procedura za instalaciju (Safenet Authentication Client 10.8 (R2)) za 64-bitni tip 
Windows 10 operativnog sistema: 

Instalacioni proces počinje dvoklikom na instalacioni fajl (SafeNetAuthenticationClient-x64-10.8-
R2.msi) koji otvara prozor kao na slici 1. Instalacija se nastavlja pritiskom na dugme Next. 

Slika 1 

Odaberite jezik na kojem želite da Vam se prikaže korišnički interfejs i pritisnite Next (Slika 2). 
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Slika 2 

Odaberite “I accept the licence agreement” i pritisnite Next (Slika 3). 

Slika 3 
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Na sledećem prozoru možete odabrati lokaciju gdje želite da smjesite instalaciju software-a. 
Preporučujemo da ostavite ponuđenu lokaciju i da pritisnete Next (Slika 4). 

Slika 4 

U ovom koraku je veoma važno da izaberete Custom tip instalacije (Slika 5). 

Slika 5 
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Na ovom prozoru je neophodno da, pored svih ostalih komponenti, instalirate i IDPrime 
PKCS#11 API implementaciju, kako bi ste svoje sertifikate mogli koristiti sa Mozilla Firefox 

pretraživačem. Pritiskom na ikonicu  otvoriće Vam se lista sa opadajućim menijem, gdje je 
potrebno da odaberete “Will be installed on local hard drive”, za IDPrime PKCS#11 komponentu, 
nakon čega pritiniste Next (Slika 6). 

 

Slika 6 

 

Pritisnite Install kako bi ste započeli instalaciju (Slika 7). 
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Slika 7 

Nakon završene instalacije pritisnite Finish (Slika 8). 

Slika 8 

Napomena: Proces instalacije software-a je potrebno izvršiti na svaki računar na kome se planira 
upotreba Thales IDPrime tokena. 
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4. Prikaz sertifikata sa Thales IDPrime tokena 
unutar Safenet Authentication Client-a 

Da bi ste provjerili sadržaj Thales IDPrime tokena, i validirali ispravan prikaz sertifikata koji se 
njemu nalaze, potrebno je povezati Thales IDPrime token sa računarom na kome je instaliran Safenet 
Authentication Client. 

Pronađite aplikaciju Safenet Authentication Client Tools među instaliranim programima i 
dvoklikom na istu će Vam se otvorit prozor kao na slici 9. 

Slika 9 

Isto tako je možete otvoriti pritiskom na ikonicu  koja se nalazi u Traybar-u (u donjem 
desnom uglu Vašeg monitor). 

Kliknite na ikonicu  kako bi ste pristupili Advanced View prozoru.  
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Ukoliko ste kupili CoreSignFL ili CoreSignOL sertifikate, unutar User Certificates će te pronaći 
sertifikat za autentifikaciju, dok unutar CC Certificates možete pronaći sertifikat za potpis (Slika 10). 
Ukoliko ste kupili CoreStamp sertifikat njega možete vidjeti unutar CC Certificates slota. 

Klikom na svaki sertifikat pojedinačno, pojaviće Vam se sadržaj sertifikata koji sadrži osnovne 
informacije o njemu. 

Slika 10 


